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Abstract—In this paper a new non-blind luminance-based 
color image watermarking technique is proposed. The 
original 512×512 color host image is divided into 8×8 
blocks, and each block is converted to YCbCr color space. 
A 32×32 monochrome image is used as a watermark and 
embedded in the selected blocks of the original image. 
The selected blocks must have log-average luminance 
that is closer to the log-average luminance of the image. 
DCT transform is applied to the Y component of each 
selected block. Each four values of the watermark image 
are embedded into each selected block of the host image. 
The watermark values are embedded in the first four AC 
coefficients leaving the DC value unchanged. The 
watermark is extracted from the watermarked image 
using the same selected blocks and DCT coefficients that 
have been used in the embedding process. This approach 
is tested against variety of attacks and filters: such as, 
highpass, lowpass, Gaussian, median, salt and peppers, 
and JPEG compression. The proposed approach shows a 
great ability to preserve the watermark against these 
attacks.  
 
Index Terms— Color Image Watermarking, YCbCr, 
Log-Average Luminance, DCT, PSNR. 
 
 
I. Introduction  
 

Unauthorized distribution of digital media such as 
audios, videos and images has become the most 
important challenge that faces media copyright protection. 
In digital watermarking the copyright data is embedded 
inside the host images in a manner that is difficult to 
extract or alter the watermark using various attacks. 
Watermarking embedding is done either in spatial 
domain or frequency domain. There are many papers in 
the literature that use these approaches. A spatial domain 
method is proposed in [1] by adding the watermark to the 
two chrominance channels in YCbCr color space. The size 
of pixels needed to add the watermark is reduced to half 
by dividing the watermark into two parts and each part is 
added to one chrominance channel. In [2] a 32×32 
monochrome image is used as the watermark and 
embedded in spatial domain to the Y component of 
YCbCr of the host color image. This method shows the 

robustness when changing the host image to grayscale 
and some persistency against JPEG compression. 

There are many papers that used Discrete Cosine 
Transform DCT and/or Discrete Wavelet Transform 
DWT to embed the watermark in the frequency domain. 
The approach proposed in [3] uses DCT transform to 
embed an M×M color watermark image in an N×N 
original image using some secret keys. The permutated 
watermark is embedded into middle -frequency DCT 
coefficients of Y component in NTSC color space.  

In [4] a scrambled color watermark image is added 
to luminance component of HVS color space. The 
luminance is classified into weak, medium and strong 
luminance. The watermark is added to these luminance 
values in a manner that is less perceptible to human eyes. 
The DCT frequency domain is also used in [5] to embed 
the watermark. This method uses a monochrome 
watermark image and adds it to a grayscale image using 
three techniques: Torus Automorphism (TA) permutation, 
a pseudo-random number generator, and visual 
cryptography. Experimental results show robustness 
against several types of intentional and unintentional 
attacks. However, adding the watermark to arbitrary 
values of the host image with very high or very low 
luminance values may affect the imperceptibility of the 
embedded watermark, especially for color host images. 
The proposed algorithm in [6] used a combination of 
DWT and DCT to embed the high energy content of 
color watermark (i.e. low frequency DCT coefficients) 
into mid frequency DCT coefficients of high frequency 
components of multi resolved host color image.  

The proposed method in this paper is robust against 
perceptibility and also robust against various attacks. 
Watermark transparency (imperceptibility) is achieved by 
adding the watermark to blocks that have log-average 
luminance values closer to the log-average luminance of 
the image. Also, embedding the watermark to the low 
frequency DCT coefficient values makes this approach 
robust against different attacks.  
 
II. The Proposed Approach 
 

After dividing the 512×512 host image into 8×8 
blocks the following operations are needed and must be 
performed to accomplish the embedding and extracting 
processes: 
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A. RGB to YCbCr conversion  

The RGB color space is converted to YCbCr color 
space for each 8×8 block using the equations (1):  
Y = 0.299 × R + 0.587 × G + 0.114 × B  
Cb = 0.596 × R - 0.275 × G - 0.321 × B  
Cr = 0.212 × R - 0.523 × G - 0.311 × B   (1)  
 
where R, G, and B are red, green and blue components of 
RGB color space respectively. 
 
B. Log-average Luminance  

The block selection criteria are depended on 
log-average luminance for the entire image and 
log-average luminance for each block. The log-average 
luminance Lavg is calculated as shown in the equation 
(2):  

    NYL yxavg /logexp ,
  (2) 

where  
Lavg: Log-average luminance  

Yx,y: Luminance Y of the pixel at x,y 
 : A small value to avoid taking the log of a completely 
black pixel whose luminance is zero  
N: The number of pixels in the image  
 
C. Block selection criterion  

When 512×512 host image is divided into 8×8 
blocks, 4096 blocks are produced. Since the watermark 
size is 32×32 pixels and only 4 values are added to each 
block, so to accomplish the watermark embedding 
process 256 blocks are required. After finding the 
log-average luminance for the entire image and for each 
block; the best 256 blocks are chosen from the blocks 
that have log-average luminance closer to the log-average 
luminance of the entire image. To do that we select 
blocks with log-average luminance in the range [Lavg-β, 
Lavg+ β] where Lavg is the log average luminance of the 
image and β is the minimum floating-point value that is 
enough to determine adequate number of blocks (about 
256 blocks). See figure 1. 

Figure 1. Block Selection Criteria (a) the original images (b) selected blocks (yellow) 

 
 
D. Forward DCT transform  

The DCT transform is applied to the Y component 
of each selected block using the forward DCT transform 
shown in the equation (3): 
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Image: Fruits 
Size:  512x512 
β:  3.224 
Lavg: 154.027 

 

Image: Peppers 
Size:  512x512 
β:  4.490 
Lavg: 102.342 

 

Image: Baboon 
Size:  512x512 
β:  2.288 
Lavg: 121.019 

 

Image:Whitewater 
Size:  512x512 
β:  4.099 
Lavg: 80.077 

(a) 

 
     

(b) 
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and Yx, y is the block’s Y value and N = 8 for 8X8 blocks. 
 
F. Inverse DCT transform  

After the watermark embedding process, The DCT 
coefficients are converted back to the Y component using 
the inverse DCT equation (4):  
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and 
'
,vuD  is the watermarked block’s DCT coefficient 

and N = 8 for 8X8 blocks. 
 
G. YCbCr to RGB conversion  

Finally the watermarked image is constructed by 
converting the YCbCr to RGB using the equations (5):  

R’ = Y’ + 0.956 × Cb + 0.620 × Cr  

G’ = Y’ - 0.272 × Cb - 0. 647 × Cr  

B’ = Y’ - 1.108 × Cb + 1.705 × Cr   (5)  

 
III. watermark embedding 

The figure 2 illistrates the steps of watermark 
embedding process. 

Each four values of the watermark data is added to 
the first four coefficient values of each selected block 
except the upper-left value (DC). The DCT coefficients 
are selected using a zigzag algorithm as shown in the 
figure 3. 

An addition factor α = 10 is added to or subtracted 
from the DCT coefficients. If the watermark’s pixel is 
white (i.e. 255) then α is added to the original DCT 
coefficient. If the pixel is black (i.e. 0) then α is 
subtracted from the original DCT coefficient. See 
equation (6). 
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Figure 2. The Embedding Process 

 

 

Figure 3. Selected DCT coefficients (blue) 

 
where 

'
, jiD : the selected DCT coefficient after embedding 

jiD , : the selected DCT coefficient before embedding 
α: the addition factor  

yx,
W

: the x,y value of the watermark 
 
IV. Quality Measurement  

 
The quality of the watermarked image is measured 

by finding Mean Square Error MSE and Peak 
Signal-to-Noise Ratio PSNR values of the watermarked 
image and the original image. The equations (7) and (8) 
are used to calculate MSE and PSNR. Lower MSE values 
and higher PSNR values imply good embedding results. 
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Where I is the original image and Iw is the watermarked 
image. The two images are of size (NxM).  
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where MAXi is the maximum possible pixel value of the 
image.  

Figure 4 shows the PSNR value of the watermarked 
images for five images (Fruits, Peppers, Baboon, 
Whitewater, and Lena).  

 

Figure 4. PSNR of five images after embedding the watermark 

 
 
V. Watermark extraction  
 

The steps of watermark extraction process are 
shown in figure 5. 

 

Figure 5. The Extracting Process 
 

To extract the watermark the same steps of 
embedding process is performed; the watermarked image 
is converted to YCbCr, Y component transformed to DCT 
coefficients. The watermark is extracted from the same 
blocks that have been used in the embedding process. 
The difference between the value of watermarked DCT 
coefficient and the original corresponding value is 
calculated. If the result is greater than zero then the 
watermark color is white, otherwise the black color is 
assumed. See equation (9).  
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where 
'
, yxW

: The extracted watermark x,y pixel 
'
, jiD : The i,j pixel Y value of watermarked image 

jiD , : The i,j pixel Y value of original image 
 
 
VI. Watermark Similarity  
 

After extracting the watermark image from the 
watermarked host image, the extracted watermark must 
be compared to the original one to determine the 
similarity σ between them using equation (10):  
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and N×M is the size of the watermark (32×32).  
 

W’ is the extracted watermark and W is the 
embedded watermark. The similarity σ varies in the 
interval [0, 1].  
 
 
VII. Experimental Results  
 

This approach was evaluated under different type of 
attacks: filters such as Highpass, Lowpass, Gaussian 
(radius = 4 and 12), Median (size = 3 and 5), Impulse 
(salt & pepper, amount = 0.01 and 0.05), and JPEG 
compression with various qualities, 0.75, 0.50 and 0.25. 
The chart in the figure 6 shows the PSNR values of three 
images after the attacks have been applied, while the 
chart in figure 7 shows the similarity between the 
extracted watermark and the original embedded 
watermark for the same attacks.  

The efficiency of the proposed method in this paper 
is compared against JPEG compression with four 
previous methods. The results, as presented in Table I, 
show good improvement in similarity between the 
original and the extracted watermark after compression of 
the proposed method in comparison with the previous 
methods. 

In Table II, five different images (Fruits, Peppers, 
Baboon, Whitewater, and Lena) have been used to test 
the robustness of the proposed watermarking method 
against variety of attacks. The extracted watermark image, 
MSE, PSNR, and Similarity are presented for each test as 
test parameters. These test parameters show reasonable 
watermark resistance against most of the attacks.  
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As we see, the attack that mostly distorts the 
watermarked image is the Impulse (salt and pepper noise) 
which also affects the embedded watermark. However, 
this type of noise can be reduced using median filter. 
Resolving the image using median filter also recovers the 
embedded watermark. The extracted watermark from the 
noisy image and the extracted watermark from the 
recovered image after applying the median filter are 
shown in Table III. 

 

Figure 6. PSNR versus various attacks applied on three images (Fruits, 
Peppers, and Lena) 

 

 

Figure 7. Watermark Similarity versus various attacks applied on three 
images (Fruits, Peppers, and Lena) 

 
 

Table I. 
JPEG Compression Comparison with previous methods (quality = 0.70) 

Methods PSNR Similarity 

[1] 30.000 0.800 

[2] 32.512 0.689 

[3] 35.000 0.980 

[4] 34.990 0.780 

Proposed 32.650 0.986 

 

VIII. Conclusion  
 
In this research paper a new approach is proposed 

based on log-average luminance and DCT transform. 
This approach achieves high imperceptibility and 
robustness of the embedded watermark. The watermark 
imperceptibility is obtained by using log-average 
luminance. Only the blocks with log-average luminance 
close to the log-average luminance of the entire image are 
used to embed the watermark. The test results show that 
these blocks do not degrade the image when the pixels’ 
luminance value is increased or decreased. Also, these 
blocks are less affected when various filters are applied to 
the image. The robustness is achieved by embedding the 
watermark in the low-frequency coefficients of block’s 
DCT transform performed on the Y components of 
YCbCr color space.  Adding the watermark to the 
low-frequency coefficients not only achieve robustness 
but also prevent the watermark to be affected by JPEG 
compression.  

So, the experimental results show a high degree of 
robustness against a number of unintentional attacks such 
as highpass filter, lowpass filter, Gaussian, median, 
impulse (salt and pepper) and JPEG compression. The 
efficiency of the embedding process is measured by using 
PSNR value between the original and the watermarked 
image. The quality of the watermark image is measured 
by using similarity degree between the original and the 
extracted watermark. 

The proposed method in this paper is compared with 
four previous papers in the watermarking field and shows 
a significant enhancement of the watermark robustness 
against JPEG compression. 

The future work may focus on finding a criterion to 
select best DCT coefficients for watermark embedding. 
This selection criterion must balance between watermark 
robustness and imperceptibility. 
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Table II. 
The watermark quality against number of attacks(W’ is the extracted watermark and σ is the similarity) 
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Table III. 
Recovering the watermark using median filter after adding different Impulse noises 

(W’ is the extracted watermark and σ is the similarity) 

 

 


